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This presentation is confidential and is intended, among other things, to present a
general overview of Zoho Corp's ("Zoho") products and services. This presentation
is provided for informational purposes only.The contents are not to be
reproduced or distributed to the public or press. While the information in this
presentation is believed to be accurate and reliable, Zoho makes no
representation regarding, and assumes no responsibility or liability for, the
accuracy or completeness of, or any errors or omissions in, any information
contained herein.
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ManageEngine
is the enterprise IT management software division of Zoho Corporation

Privately held and profitable since inception

(Est. 1996)

Workflow orchestration
software for business

Enterprise IT Management
Solution

Application for business,
collaboration and productivity

Technologyand soft-skill
training for local students



Corp. worldwide



The back office to
boardroom journey of IT



The current state of AI

Consumer grade Large Language Models

Narrow AI has made inroads into the enterprise



AI meets IT

Adaptive thresholding

Continuous authentication

Exploit triad analytics - Users, Entities & Processes

Phishing detection

Ransomware & Malware detection

Smart service delivery
...



Have we achieved AI maturity?



AI Digital maturity is a moving target
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Unlocked and unattended devices

Unencrypted sensitive data

Poorly configured permissions

Lack of DLP
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How to act?



How much of your process is captured?

Infra teams and app teams have become agile

Seamless integration between private and public clouds

No tight integration between procurement teams,
Purchase modules, CMDB, etc., is a big pain point for audit
teams.

Process Streamlining



Data Streamlining

AI does not like data in silos

Systems evolve over time

Would help better prediction and reduce false positives



Integrated systems and processes preceeds AI
application in IT

Cybersecurity lifecycle should be captured and be
accessible for the AI model

Automation augmented with historic info is AI

Automation



The road to digital maturity



What should I do?

Every incident is a
goldmine

Blended
analytics

DevOps/DevSecOps

All-hands meetings

Blameless

postmortems

Collaboration and
annotation tools

Why did it happen?

What was the

---impact?

Who fixed the issue?

How do I avoid it?

Solves data silo problems

Visibility for all, especially

...operations members

Back office to boardroom
journey

Cultural change in the
organization



Let's talk some AI
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recent backup

Ransomware starts data ex-filtration
UEBA engine flags abnormality and reports to Service
Delivery tool

FAQPrompts
Auto assigned agent receives prompt from FAQ
bot & resolves tickets

Ticket Closed
Actions taken by the agent to solve the
ticket
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Users from a specific region on a particular network are
experiencing intermittent access to the app
Strategically positioned POPs help isolate the incident

This error perpetuates across the system
AI powered monitoring system forecasts the chance of
a complete outage

Recent configuration change reverted
AI powered root cause analysis engine flags the
root cause
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Enhance IT opertions with our Cutting-edge
AI Powered Solutions



No tailor made enterprise grade LLMs

Cost

Privacy implications

LLM's Challenges



Where do we see this going?



Contextual Intelligence



Data streamlining
Process streamlining
Automation

Digital
maturity

AI maturity
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